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Abstract—This paper describes the system architecture sefpu
by the consortium of the EUREKA CELTIC BOSS project for
enhancing the security of passengers inside commuteains. The
functional approach, together with obtained technial
improvements in the three domains of wireless commmications,
abnormal events detection and video compression andbustness
enhancement are presented. The demonstrator set um the
project, which was installed in a real commuter tran in
commercial operation, is also reported as proof-ofoncept.

Index Terms—Rail transportation, Wireless communications,
interconnected systems, Routing and Transport Protmls, Video

signal processing
I MPROVING security of public transport systems is a ke
problem that has been mobilizing operating compssiiece
many years. To make their systems safer and muactate,
the operators have deployed widely video surveiatools
for grabbing images either outdoors (stations ents,
platforms,etc.) or indoors (stations, corridors, carriages,).
These applications are usually made for "remoteWirig or
recording (in particular from mobile elements sashbus or
trains). The cameras are usually connected to &ralaoom
(PCC) where an operator will detect any abnormahéewand
then launch the adequate procedure. Because of
increasingly number of CCTV cameras, the monitoriagk
requires always more from the operator to maintaishort
reaction time and a high level of security. Funthere, the
increasing demand for on-board mobile surveillancets,
pushed by the end-users and public authoritie2]lifnplies
the use of wireless communications systems to rménhe
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video surveillance streams. In this context, itnigportant to
develop automated tools to first assist the moimigotask in
the control room but also help discriminate whidheams
should be transmitted in priority on the ever baiathvlimited

wireless links. Thanks to this technical approdhk, operator
will not need anymore to control all screens adl thme, and
the wireless bandwidth will be used to carry abradretreams
with high quality.

First solutions for aided video analysis were fostance
proposed in the context of PRISMATICA project [3heve
“intelligent cameras” connected to a supervisiordaie were
able to compute analysis such as intrusions indddn areas,
queuing, loitering, objects left. Similarly, solomis for
efficient radio resources management in sub-urbamext,
Yiith 802.16 standard evolutions have been propaseithe
context of EVAS project [4]. However, the issue mferall
end-to-end Quality of Service (QoS) solutions desfgr
enhanced user safety is still open, and the coorelpg
attuning of the different elements of the transiisschain.
Following discussions with the French and Spaniational
train operators (SNCF and RENFE), partially motxatoy
their respective public authorities reports [5],e tBBOSS
project has been launched by France, Spain, Belgiaoh
{Hgngary in the framework of Eureka CELTIC clusterstudy
and propose a communication system allowing théogteqent
of a security solution for passengers against legtadsis and
for preventive maintenance for the rolling stock.

This paper is organized as follows: firstly the B®S
architecture is detailed, including the system llemgproach
and summary of the specific technical improvemetisined
within the project in the three domains of linkig#ncy, event
detection solutions and multimedia data processign, the
demonstrator built in the project as a proof-ofaept is
presented, followed by examples of obtained reskitsally,
some conclusions are drawn.

Il. BOSSARCHITECTURE

A. Systemlevel approach

The BOSS project has been developing a communitatio
system relying on an IP gateway placed inside tha tto
enable the communications both inside the traing fo
communications inside carriages and for mobile gragpsrs
and controllers €g. with WiFi links), and outside the train,



Fig. 1. BOSS detailed functional architecture: frdata capture to its destinati

mobile in the terrestrial reference frame, withirk ltowards
wireless base stationa.g. WiMAX, HSUPA links).

Due to the bandwidth limitations in wireless
communications, and the large amount of data gtatbtay a
set of surveillance cameras, hardly manageabletoparator,
a fair share of the BOSS technical work was donevideo
surveillance applications adaptation, to improvehdwsor
analysis and audio processing tools for abnormanisv
detection. To generalize the approach, specifis@snhave
also been introduced, in order to detect eventsh sa
temperature, doors opening, ...
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on inside and outsiddrain.

C. Data acquisition and event detection solutions

Facing the observation that the complete set ofa dat

acquired in a train could not be transmitted i fesolution to
the way-side, due to the limitation of the wirelésg, but also
the fact operators facing many camera displaysneéd help
to focus on the most problematic ones, we haveduoired
abnormal event detection tools inside the trainthWour
system, only data corresponding to detected e\sntgalled
alarms) or data explicitly requested by the operaoe
transmitted from the train to the control centrevirtheless,

Figure 1 presents the overall BOSS system fundtion® Offer the possibility of performing post-prociegson the

architecture, from data acquisition (on the lefg the
destination display on controller PDA or operat@Q(on the
right), with alarm processing in-between, adaptatio the
transmission conditions (including intelligent tsanding of
the video stream for best perceived video qualitytree
reception) and transmission over the mobile IPslink

B. Wirelesslink efficiency

For the connection between the train and the PCC,
commercial equipment based solution was developzying
on WIMAX and UMTS connections. This dual wirelegsk|
was organized to offer with the UMTS connectivitpack-up
limited but guaranteed throughput in non coveredX
areas. This dual link was studied to ensure efficierizontal
and vertical handover management, to avoid impgctive
end-to-end Quality of Service for the end-usertti@nmore, in
order to evaluate the possibilities to increass thitdoor link
efficiency, the WiMAX-like MIMO extension introduck
in [4] was further improved with introduction of faedback
link for wireless link quality monitoring and adap
transmission for train to ground communication.

Wireless Sensor Networks (WSN) were also considéved
increase indoor coverage, as is further detaild@]in

acquired data, and to fulfill the legal requirensemn the
recording of surveillance cameras, a storage ua# been
introduced in the system that stores all data a$ agethe
results of the analysis carried (events detectEdy. better
service offer, this storage manager was also datedhe
capacity to transmit data from previous instantéowing

typically the operator to request images or soufrdsn

moments before an alarm is detected.

aAs previously mentioned, different data sourcesehbeen
considered, to ensure a variety of services (frioenadlarm and
door opening detection with sensors to audio detectf paint
bombs or video display) as well as validate theegality of
the system.

D. Multimedia data processing with enhanced robustness

The main challenge in the data transmission wansure a
good reception of the video streams, which reptesemore
than 90% of the bitrate to be transmitted. The¥etwn high
sensitivity of video streams to errors and lossasl the
necessity to operate in a bandwidth limited conteat us to
use the state-of-the-art finest compression alyori(H.264
AVC and SVC standard), and to enhance its robusttiegks
to error correction insertion. This would have beewufficient
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Fig. 2. BOSS demonstrator organization: detailiaghemodule role and realization key elements.
in the highly varying context of a mobile transnossof a manager) which was able to deliver pre-stored sarpiéime

changing number of sources, so an adaptation stegkizing shifted to current time to emulate the presencea afet of
the protection insertion as well as transcodingdoimate the cameras and compression cards providing compresszai

stream when needed were added. More details on
adaptation module, together with information on puessible
usage of advanced transport protocols such as DOC@ER
Congestion Control Protocol) can be found in [7].

In order to validate the BOSS project architecta® well
as the principle of intelligent transmission fromolling

D EMONSTRATOR SETUP

teiseams with corresponding events pre-determinklihef
Figure2 illustrates the demonstrator organization, aethits the

role of the different modules or equipment pres@mtthe left hand, is
depicted the train network, which contains the @etguisition, event
detection and adaptation parts, and on the rightl ie presented the
control centre part, where the operator would bsepbing the

transmitted data. As proposed in the functionahi&cture, the

presence of a controller inside the train is alsos@ered, who will

receive alarms and data on its Nokia N810 PDA.

equipment, a demonstrator was developed. This vee d

following a two-level approach, resulting into fira “lab”
demonstrator, and secondly a “full” demonstratohe Tlab
demonstrator had a particular focus on the audigovand
alarms distribution and the data supervision asligctive
was to validate the multi-sources transmissionh wilaptation
to the channel limitations and impairments ... buhait the
actual train environment constraints (no or slowtiom

IV. FIELD TRIALS

As stated in the previous section, a first fieldnpaign has
been carried out in April 2008, during which audidéo
acquisitions of different events played by teampecthave
been performed in a moving train. The correspondimtgbase
was used to validate and calibrate our events tietec
algorithms, such as people tracking, audio detectamd so

conditions), while in the mean time UMTS and WiMAXqn These sequences are now available to the obsear

transmissions were tested with a car. The full destrator
corresponded to the insertion of the
UMTS/WIMAX transmission into a real train.
Due to the necessity to validate the transmission
sequences with events such as aggressions,
displacement or shouts, and the will to limit thgpact on the
actual passengers in the demonstration train, st deided to
introduce in the system an emulated carriage, vesemts
would appear regularly. Those events were generfited
realistic data acquired in a first trial phase IBENFE trains
done in March 2008. The emulated carriage, allowingsert
events without disrupting the proper train opergtielied on
the presence in the train of the storage unitédathe storage

community for further usage.

lab system and

A second campaign was carried out in April 2009ain
®RENFE Civia train in commercial usage on the Chaimar

camedgsijuez Cercanias line. This trial allowed to dale the

BOSS approach and to demonstrate to train operdkars
capability of the proposed system. A third campaigis done
also in April and May 2009 to further validate thigeless link
transmission part. We present hereafter a focuthemesults
obtained for the link transmission as well as fiowlity
validation for video transmission. Full details athis
demonstration can be found in [8].



A. UMTSWIMAX wireless links validation

Due to the limited time of access in the rollinginr, the
majority of the wireless links measurements weredcated
with a car, and referred in the following as “caemario”.
Nevertheless measurements were also conductednviitiei
RENFE train. In the following, only the uplink tfaf
measures are reported, as they correspond to #me to
ground link which is of interest in the BOSS comntex

In the car scenario, a moving car in North Madriglaawith

a laptop connected via an HSDPA UMTS router (UMTS

MoviStar network of Telefénica) As defined in thegH Speed

Downlink Packet Access (HSDPA) standard, the upload

theoretical traffic capacity is limited to 384 kbgshe UMTS
network does not offer native IPv6, so an IPv6 &lwas set
up in the performed tests. Similar tests were doith the
WIMAX router.

In the train scenario, the UMTS router was plaaedhie
train on the Chamartin-Aranjuez line, but the WiMAXuld
not be used due to last minute impairments. Asnaeguence,
the train scenario was reduced to the IPv4 contékt UMTS
connectivity.

1) Car scenario

In the car scenario, the main objective was to oreathe
limitations of the UMTS and WIMAX links in terms of
coverage and throughput. As a consequence, we aisHdP
packets generator to transmit data and measurecetieéved
throughput to be compared to a transmitted ratatgrehan
the 384 kbps limit. Figure 3 presents the UMTS cage, with
the track depicted by a blue line, green balls gdamn the
areas with more than 200 kbps of traffic receivietha control
centre, yellow balls for areas where than 100 kigse
received and red balls in areas were less thankbpé were
obtained. Additionally, black arrows represent hams in
the trip.

It can first be observed that the UMTS coveraggeiserally
good enough (more than -80dBm) to reach the t@&@@tkbps
throughput in this North Madrid area, even with speed up
to 120 km/h and the presence of buildings. Handoeee as
expected affecting the data transmission, but ammvered
quite quickly, and the IP connection was not logtirty the
test, allowing to keep the IPv6 tunnel working.

Fig. 3 Vlsua illustration of the UMTS car scermdoverage.

Fig. 5. Visual illustration of the WiMAX car scerialcoveragé (case B).

With the WIMAX router and again the car scenarioe t
UDP packets were transmitted from the laptop ingheat a
rate greater than the best available WiMAX modalat(1.8
Mbps), and the reception throughput rate was ageiasured,
with two different antenna coverage realizatiorssécA and B
as depicted in the Figures 4 and 5). In those tigarEs, the
received throughput is again illustrated by greaifstfor more
than 1 Mbps traffic received, yellow balls for motkan
500 kbps traffic received and red balls for lesnt®00 kbps
received, with no balls only when no traffic at allas
observed. In this case, a unigque base stationdd, s no
handover can happen. It is to be noted that tlaffiaris
obtained thanks to the WIMAX router getting agdie same
IP address when recovering connectivity, whichvedid the IP
tunnel to work again.

It can be observed that the WIMAX coverage is affddy
the obstacles as buildings, as loosing line of tsigipidly
degrades the signal (case B coverage is slightighbdue to
less obstacles with this antenna orientation). ®& other
hand, although the base station antenna is onlgifsgzb as a
90 degrees angle, a good coverage is also obtfonegpieater
angles, and even sometimes near or behind the dtasen.



The observed WIMAX coverage is two kilometers long. V. CONCLUSIONS
Similarly to the UMTS case, the car speed (goingaii20 The very good reception of the demonstration by the

km/h) did not impair the transmission. different people having attended it, whether trajverators
2) Train scenario . . _ (SNCF, RENFE), train builders (ALSTOM), service ypiders
The various tests done with the train scenario @@MTS o  trains (THALES  Transport  Systems), and
only) let us conclude that the UMTS radio repeater critical - gjecommunications operators (Telefonica MovilesigTonica
element in order to have good quality radio signaide the  corporate), as well as the results obtained anaildetin the
train. In all the tests conducted, no coverage lprab was project deliverables (see also [8]) are letting thethors
experienced, as in the car tests presented before. believe that proof-of-concept they aimed at buiidiwas a

Several measurements are presentedhBLe 1, that show  g,ccess and that the road to adaptive surveillandae move
that the receiver throughput was very good, as ttafic of ;o o\ opened for actual product realization.

300 kbps went easily through while acceptable pakisses
were observed. It is expected that with the futdi®UPA
(High Speed Uplink Packet Access) routers, whicHl wi
authorize throughputs of more than 1 Mpbs, theciefficy of
such an UMTS link would permit data transmissiorB@SS
like contexts.
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B. Alarms, audio and video transmission validation
As an illustration of the video transmission vatida is REFERENCES

presented in Figure 6 an image grabbed from the PDOA Préfecture de police de Paris, “Service Régiode Police des
Transports de la Préfecture de Police”, March 208%ailable :
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Fig. 6. Grabbed images from live sequenadassmitted to the controll
PDA during train demonstration.



