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Abstract

The traditional approach consisting in separately optimizing each module of a transmission chain has shown limitations in the case of wireless communications where delay, power limitation and error-prone channels are experienced. This is why modern designers focus on a more integrated strategy to establish the heterogeneous 21st century networks, such as 3G (i.e. UMTS) system and its evolutions (i.e. Beyond 3G or 4G like LTE or future 5G systems). Indeed, it was shown in several studies that optimal allocation of user and system resources could be effectively achieved with the co-operative optimization of communication system components.

In this chapter, an innovative Joint-Source Channel Coding and Decoding (JSCC/D) system is described and its performance over an IPv6-based Network infrastructure is assessed. A particular focus is put on the application controller, the key component to realize the adaptation strategies. Conclusions and considerations about the system implementation are also proposed, and the interest of a possible extension to a point-to-multipoint scenario is explained.
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INTRODUCTION

Following the path opened by GSM systems, the under-deployment 3G (i.e. UMTS) system and its evolutions are leading to more and more configurable, dependable, adaptable, intelligent, secure but also complex wireless solutions. Aiming at handling digital data of different nature (text, voice, image, video...) that will be used in various contexts (home, office, on the move...) these systems rely on inner software that make them more and more efficient and easy to use. However, the gap between what the actual systems propose and what the users envision and could use still remains. The lack is particularly noticeable in the domains of heterogeneous networks and systems interconnection (i.e. in beyond 3G, future 4G or even 5G networks), but also in the flexible management of resources and in the Quality of Service (QoS) and bandwidth optimization domains. 

Noticeable progresses were made throughout the last decades of 20th century to individually optimize each module in modern communication systems. Still, although excellent results were obtained, the separate approach following Shannon’s well known theorem has shown limitations in the case of wireless communications. Working on a more integrated strategy, for instance via optimal allocation of user and system resources is the key challenge for modern designers. Following the already known approach of JSCC or Joint-Source Channel Coding (Massey, 1978), strategies are and have been developed where the source coding, channel coding, modulation, ciphering, and, possibly, network parameters are jointly determined to yield the best end-to-end system performance.

For the user, such an approach should result in greatly enhanced perceived quality for multimedia communication, potentially allowing the development of currently too complex, expensive and/or time consuming video over wireless systems. The realization of a system operating under JSCC/D paradigm is however not simple: in particular, the delivering of the control and signaling information between the system components is a key point, as it affects the overall design and operation of the system. As a matter of fact, in the ISO model, only the modules at the sender and receiver sides that are at the same layer (i.e. peer entities) can communicate with each other. On the contrary cross-layer communication implies that the different layers can communicate in order to allow the system to adapt to the network changes and to increase the overall performance. When adding the condition of realizing an exchange of control and signaling messages in a backward compatible manner, the complexity of designing a JSCC/D system is obvious. 

In this chapter, the case-study of the system proposed within the framework of the FP6 IST PHOENIX project1 (Martini & Mazzotti, 2007; Lamy-Bergot & Panza, 2008) is presented and discussed. The pursued goal was to develop a scheme for point-to-point multimedia communications, offering the possibility to let the application world (source coding, ciphering) and the transmission world (channel coding, modulation) to talk to each other over an IPv6 protocol stack (network world), so that they can jointly develop an end-to-end optimized wireless communication link. To reach the goal, three main axes were identified, following the path of first to enhance each module of the chain while ensuring compatibility with overall optimization, of second to propose optimization strategies between several modules and finally to define the corresponding global network architecture necessary to realize the system. Said another way, the IST PHOENIX project goals were:

· To design innovative schemes to enable end-to-end joint optimization over wireless links. This includes the development of flexible channel coding and modulation schemes, the adaptation of existing source coding schemes with respect to their ability for the JSCC and the development of new ones specifically optimized for this purpose.

· To establish efficient and adaptive optimization strategies that jointly control the coding blocks and realistically take into account the system limitations and specifications, such as the presence of ciphering, the presence of one or several wireless hops, …

· To build a global network architecture based on joint optimization for future wireless systems. This also implies the support of transparent network communications, which allow applying the optimization strategies in any kind of fully IP-based network.

We will begin this chapter by providing a general overview of the Joint-Source Channel Coding and Decoding approach and related aspects. For that, we will explain how overall optimization can be envisaged and how it can be introduced into a complete and fully running system. From the authors’ point of view, the usage of JSCC/D for multimedia communications is a small step in the direction of adaptive developments and improvements in wireless communication to be used over Next-Generation Networks (NGN).

We will in particular focus on the main component of the IST PHOENIX approach, which is called the joint controller. Its role is to select the best parameters to be used by the different modules at the current time. The controller decision is based on the knowledge of the current working point defined by the feedback information from the receiver side on the channel state and possibly network state. For this working point, the set of parameters jointly optimizing either the resource usage or the QoS for the user, expressed in terms of perceived visual quality, is decided by the controllers for the modules is manages. The main concepts and issues, together with the design trade-offs and overall performance of an instance of the interactive wireless video systems proposed within the FP6 IST PHOENIX project are outlined in the following sections, and simulation results are presented. It should be noticed that these simulation results were also backed up in the project by test results run made on PHOENIX real-time prototype.

Finally, main conclusions on the proposed JSCC/D approach will be reported, as well as some considerations about the implementation issues. Possible extensions to a point-to-multipoint scenario will also be presented, as it is appearing of particular interest for the current new value added applications such as video conferencing, video streaming to multiple recipients and e-learning.

BACKGROUND

The originality of the approach, when compared to a classical one, is that at each time-step or cycle, the joint controller performs its optimization based on the available feedback information. This implies that the module driven by the controllers are consequently able to update their parameters selection to follow the eventual evolutions of the transmission conditions. This will result in increasing the video quality when the channel and network are improving, and in reducing it smoothly when they are degrading, to ultimately offering always the best overall answer of the system to the instantaneous conditions. Actually, at the beginning of each cycle, the controller uses the expressions of video sensitivity (Bergeron & Lamy-Bergot, 2006) to determine for a given overall protection and compression bit rate as well as a transmission chain state (e.g. binary error rate over the channel, packet loss rate in the network... ) the best combination of protection rates to be applied. This implies in practice that the adaptation is done systematically for the working point of a past observation time due to the system being causal. Still, for low varying transmission conditions, adaptation is done adequately most of the time.

Depending on the user preferences and terminal capabilities, the joint controller can apply equal or an unequal error protection (Lamy-Bergot, 2006). This last case is even more interesting when considering compression modes supporting data partitioning, where the standard has been specifically designed to isolate differently sensitive partitions. The application of the semi-analytical expressions established in (Bergeron & Lamy-Bergot, 2006) allows selecting the best trade-off between protection and compression for an instantaneous given working point, by comparing the overall compression and protection distortions resulting from the different configurations of source and channel coding for a global fixed bit rate over the channel, on the basis of optimization criterion. Typically, the output of the application controller will consist at minimal of the settings for the source encoder, content protection module, and channel encoder.

Preliminary results obtained with first realizations implementing basic joint optimization techniques (Park, 2000; Perros-Meilhac, 2002) let indeed hope for peak video quality gains of about 3 dB in PSNR for equivalent bandwidth occupation, and even up to 8 dB in bad channel conditions (Wang, 2006; Chaddha, 1996). 

Nevertheless, these results were in general obtained without actually considering a real system. A key issue to be considered to apply such joint optimization techniques in an implemented JSCC/D system is the cross-layer design techniques in order to support cross-layer communication from the application level (where source coding is performed) and lower or distant other layers (where protection, different QoS treatments, … can be applied), be it another application level, transport, data link or PHY layer, where protection or different QoS can be applied... In other words, one needs to enable a “network transparent” approach, which allows to realize communication exchanges between differently located entities into the network (including the end-terminals) without modifying the OSI paradigm. This transparent approach also aims at allowing JSCC/D devices to operate without degrading anyhow the performance of non-JSCC/D aware devices in the same network or transmission chain.

The first objective of this network transparency approach refers to the capability of transferring signaling and control information between both different network nodes and link layers as needed, in a transparent manner. “Transparent” means in spite of the strict rules of the ISO OSI model, which impose a modular and independent design of each link layer of a network node with well defined interfaces, from one side and the delivering through a telecommunication infrastructure that carries data only of a specific format (i.e. IP datagrams for the NGNs,) of the JSCC/D specific information without introducing relevant impairments, such as errors, loss, delay, delay-variations, on the other side. Furthermore, the design of a solution for the Network Transparency should take into account the deployed security options, e.g. providing authentication and encryption features, as well as compression mechanisms, even if working at different layers, as needed. The second objective of the network transparency approach is to ensure as much as possible backward compatibility of the system with standard implementations. Indeed, it is necessary to keep in mind that the nowadays telecommunication infrastructure that constitutes the basis for the NGNs cannot be swapped entirely to adapt for JSCC/D approach, and so that we need to allow for a smooth migration from current equipments to IPv6-enabled devices eventually supporting JSCC/D functionalities.

Examples of existing approaches to cross-layer design (Srivastava, 2005) are new interface creation, merging of layers, design coupling, and vertical calibration. Possible implementation methods are: direct communication between layers, a shared database across layers, a completely new abstraction, adaptation layers at the transmitter or receiver sides, as well as the exploitation of already existing and deployed ad-hoc signaling protocols (e.g. RTCP reports for the overall network state notification). Obviously, some mechanisms are more suitable for transferring certain kinds of information, depending on factors such as nature, frequency or synchronization constraints of the concerned information. Still, a first simple classification can be immediately introduced, distinguishing between internal (e.g. from the application to the network or data link layers and vice-versa of the same device) and external (e.g. from the source coder to the destination decoder and vice-versa, i.e. when the points of generation and reception are located in different network nodes) communications. Can then be considered to implement the cross-layer mechanisms the usage of different solutions such as IPv6 data packets and extension headers, ICMPv6 messages, direct socket-by-socket connections …, or naturally an ad-hoc signaling protocol. It is worthwhile to point out that those different mechanisms are not anyhow equivalent, but based on different philosophies. They can require specific signaling generation (e.g. ICMP messages) or rather rely on an already active data or control flow (e.g. IP video data packets or ad-hoc signaling protocols), and will thus introduce diverse amount of overhead. This explains why it is interesting to consider different solutions, corresponding to needs as different as control/signaling information strictly coupled to the data (synchronous mode) or control/signaling information not directly coupled (asynchronous mode). A deeper analysis of such different approaches will be done later in this chapter, which provides details on the choices proposed by IST PHOENIX project.

Cross-layer joint optimisation for multimedia transmission over an IP wireless link

Issues, Controversies, Problems

As stated before, the classical objection raised when dealing with optimization of a system from an overall point of view is the well known theory of separation established by Shannon in 1948 (Shannon, 1948). Since this date, the question of choosing to design separately or jointly compression (i.e. source coding) and protection (i.e. channel coding) operations has separated the digital communications community between people following Shannon’s theorem and people pointing out the limitations of said theorem proofs. As a matter of fact, Shannon’s theorem indicates that the separated approach performs as well as the joint one, but the proof is asymptotic, and no proof was ever given on whether the separated solution was the simplest one or the only one (McEliece, 1977). Naturally, the simplicity introduced by the possibility to design each layer separately, in particular in the modern context where different applications (video, visiophony, voice over IP, HTML downloading, images, …) share the same medium was also a key factor leading many people to consider with interest a separated approach. Furthermore, it was often pointed out that realistic transmission chains in a networked environment include not only the source and channel coding operations, but also network layers. This may prevent from easily jointly design the two operations of compression and protection. For those different reasons, joint source and channel coding or more generally overall multimedia optimization approach has often been received with doubts.

Solutions and Recommendations

Despite the aforementioned doubts on JSCC/D approach, researchers have worked on approaches relying on cross-layer design to allow joint source channel coding and decoding (JSCC/D) (Zahir Azami, 1996). Such an approach is presented in the following sections. It allows developing strategies, where the source coding, channel coding, modulation, ciphering, and also network parameters are jointly determined to yield the best end-to-end system performance. This approach presents the advantage of keeping operations separated, while optimizing the parameters to be used by each module (source coding and channel coding ones in particular) in a joint manner according to an overall quality criterion. The analyzed system presents all the features and functionality that were announced as desired in the previous sections: optimization of the end user perceived quality or of the bandwidth usage, network transparent approach, …. Therefore, it constitutes a good case-study, by which to point out all the relevant issues and concepts, as well as provides effective solutions to each matter.

The developed system has been designed for end-to-end optimization of multimedia transmission over an IP wired/wireless channel and was made flexible enough to be utilized with different video coding standards (e.g.MPEG-4, H.264/AVC (ITU-T Rec. H.264,2003),…), for different network architectures (in particular different transport protocols, e.g. UDP (Postel, 1980),UDP-Lite (Larzon, 2004), DCCP (Kohler, 2006) and over existing radio access networks. This flexibility is extremely important, being the NGNs a seamless integration of several different architectures, platforms, protocols and standards in general, and even more importantly, the backward compatibility is a key point to be carefully considered. Indeed, one of the originalities of this work is to take into account very accurately the impact of networking protocol layers, which has often been neglected when considering JSCC systems in the literature. Only minimal effort has been made to find solutions for efficient inter-layer and network signaling mechanisms, except few counter-examples such as the work presented in (Van der Schaar, 2003), where a solution combining adaptively forward error correction (FEC) and medium access control (MAC) layer automatic repeat request (ARQ) is proposed. The discussed system has been developed within the framework of the FP6 IST PHOENIX project.

Figure 1 presents the end-to-end IP wireless multimedia communication chain used for transmitting video transmission over an interconnecting wired/wireless network. The data information (whether a file or live-captured video) is first encoded with respect to a multimedia standard (e.g.H.264/AVC). The data is further treated for insertion of new functionalities such as unequal error protection (UEP), content ciphering... and then encapsulated for transmission over the network that consists of routers and nodes using wired (e.g. an intranet or the “Internet”) and wireless (e.g. WiFi, UMTS, WiMAX...) links. In our approach, the communication model also includes the insertion of specific JSCC/D control information that are used to provide the system components with information about user requirements and network and channel conditions, thus supervising their adaptation to changes. Next section introduces the modified transmission chain that can be obtained with JSCC/D optimization approach. In particular, the insertion of intelligent controllers that allow for joint optimization strategies to increase the useful bit-rate effectively transmitted is there detailed and the interest of the presented technique in the context of an IP wireless transmission is presented through simulation results done with and without optimization.

Fig. 1. End-to-end IP wireless multimedia communication chain.

OPTIMISATION OF THE END-TO-END COMMUNICATION CHAIN BY INSERTION OF MODIFICATIONS IN THE DIFFERENT MODULES

Figure 2 presents the overall communication chain introduced in Figure 1, with highlighting of the modifications introduced by the cross-layer joint design. This system allows a video transmission over an interconnecting network that consists of routers and nodes using wired (e.g. Local Access Networks (LAN)) and wireless (e.g. 3G/4G system) links. It includes signals for transmitting JSCC/D control information used by specific functions such as unequal error protection (UEP) and JSCC adapted channel coding. Those controls are defined by the joint controlling module present at application level, and are used to provide the system components with information about user requirements and network and channel conditions, thus supervising their capability to adapt their functioning parameters to changes in the transmission chain. In particular, compression rate for video encoder and coding rates for the protection modules are set by this controller. Signaling mechanisms for both the transmitter and the receiver side are detailed in an up-coming sub-section.

For each block, a short summary on its respective role, current state-of-the-art capabilities and eventual introduced new feature are detailed in the following sections. Namely, source coding, protection of information (use of error correcting codes), networking issues for multimedia transmission, and the insertion of intelligent controllers that allow for joint optimization strategies to increase the useful bit-rate effectively transmitted are detailed hereafter. 

It is to be noted that the modified blocs described in the following have been implemented into a simulation chain that has been used for producing the numerical results presented in the last section. This gives an idea of both the benefits of deploying a JSCC/D system and the cost in terms of introduced signaling overhead.

Fig. 2. Optimized end-to-end IP wireless multimedia communication chain (location of proposed modifications: grayed modules).

Source Coding

The most recent video coding schemes have improved the overall coding efficiency remarkably compared to previous video coding technology. Joining their efforts, ISO/IEC MPEG and ITU-T standardization bodies have developed the H.264/AVC standard (ITU-T Rec. H.264, ISOIEC 14496-10 AVC, 2003), which outperforms the previous technology nearly by a factor of two in terms of compression efficiency. This codec has consequently been selected for its performance efficiency, and the joint verification model developed by the Joint Video Team (JVT) of ISO/IEC MPEG and ITU-T has been modified firstly to provide bit error resilience, secondly to offer new compression efficiency and/or temporal scalability functionality (Bergeron, Lamy-Bergot, Pau & Pesquet-Popescu, 2006). The joint model was also adapted to thirdly allow the establishment of sensitivity measurements enabling efficient unequal error protection, fourthly to permit the application controlling strategies driven by the joint controller at application and finally to be compatible with security requirements by offering in particular an embedded partial ciphering solution (Bergeron & Lamy-Bergot, 2005). 

It should be mentioned that another source coding standard that can be of particular interest in the context of JSCC/D systems is the scalable extension of H.264/AVC—namely Scalable Video Coding (SVC). Currently under development by the JVT, SVC incorporates temporal, spatial and SNR scalability offering different spatio-temporal resolutions and bit-rates. It is expected that these enhancements could allow for adaptation of the video stream to usage requirements (e.g. network or terminal).

Application Layer Enhancement

Due to the relevance of security in a NGN, the application layer includes also a content ciphering module, which was inserted to make sure and prove that confidentiality was not incompatible with overall optimization and the corresponding needed cross-layer information exchanges. In other words, versatile communication applications will require the security services to be implemented in a versatile manner. In particular, these different security policies identify how different data types must be protected, possibly within a given format. For different channels and for different data types, the security functions (encryption, hashing...) must be optimized together with the joint coding approach or risk to be very costly. Considering an integrated framework will thus offer a versatile and adaptable secure infrastructure, which can satisfy the needs of rich multimedia based applications.

In a particular mode of operation, this ciphering can be done inside the H.264/AVC video source encoder thanks to the partial ciphering feature proposed in (Bergeron & Lamy-Bergot, 2005). However, other more classical confidentiality solutions for video streams can also be applied, and the system was also tested by applying ciphering as a plug-in of the video encoder, by application of a modified version of the Video Encryption Algorithm.

The application layer also includes the content level protection module that is directly driven by the joint controller to apply its decided protection rates over the different parts of the payload.

Transport and packetisation
With JSCC, the underlying network architecture that is normally invisible to the separate source and channel worlds must in fact be adapted to transparently allow for cross-layer information exchange. This sub-section presents the most important system features and proposes some basic solutions on IPv6 networks (Deering, 1998).

Let us consider the layers along the media data route. First comes the transport layer, which provides a streaming video service for the application layer. In the system proposal, the transport protocols use partial checksum to maximize the number of delivered packets since most recent efficient audio/video decoders can use damaged packets to improve error concealment and decoding efficiency. Therefore only the important parts of the packets, such as the headers, are protected by the partial checksum mechanism, while general audio/video data in the payload remains unprotected. It must be noted that, contrary to IPv4, IPv6 implies a mandatory checksum mechanism at the transport layer, which can however be partial, as proposed by UDP-Lite (Larzon, 2004) and DCCP (Kohler, 2006). For media streaming, the RTP/RTCP (Casner, 1996) protocol can be used together with UDP-Lite. Furthermore, the RTCP control/signaling information has been identified as a potential network state information (NSI) source that, while meeting the overall JSCC/D approach, is compatible with existing networks. With DCCP, the use of RTP/RTCP is not needed, because DCCP itself can support all necessary features provided by RTP/RTCP.

IP mobility and network

Below the transport layer, one finds the network layer, with IPv6 protocol that has been considered in the communication chain with the possible addition of the IPSec Authentication Header (AH) extension, which in the realized implementation offers data origin authentication over the IP wired network. In practice, the IPSec AH is removed before the wireless link. This ensures that the packets with erroneous payloads are not dropped due to bad authentication.

A wired IPv6 network, modeled by an IP cloud composed of a configurable number of nodes crossed by the IPv6 packet which then introduce delay, loss and buffering is also introduced in the system simulation, to emulate the presence of a LAN or an autonomous system crossing. More specifically, in absence of an explicitly introduced bottleneck, the modeling of loss and delay is just based on statistical distributions (e.g. shifted Gamma for the latter) properly parameterized to fit well real world empirical data (Corlett, 2002). 

Finally, it should also be noted that the network transparent cross-layer solutions proposed in a next sub-section could ultimately lead to modifying the IPv6 header, for instance by inserting a new hop-by-hop option (e.g. to carry source side information). Anyway, the described implementation of the transmission chain relies on the proprietary mechanism presented in Figure 3. As discussed in the previous section, the Network Transparency can be provided in several different ways. Typically, other than the already mentioned general explanations, each option has its own pros and cons, which means that the most suitable solution may depend on the specific system and application scenario to be considered.

After the IPv6 network, and in order to take into account the possible impact of user mobility, which allows the mobile terminal to change its access point while keeping a continuous connection, the emulation of IPv6 mobility impact has been implemented. The main purpose for the incorporation of an IP mobility module into the simulation chain was to be able to investigate the impact on the media flows of the handovers between wireless points of attachment in the IP mobility layer. This is also a key point, because the context of NGNs allows for user mobility in a seamless manner. Therefore, the robustness of a considerable JSCC/D system to such an issue must be proved. The effects of handovers on the IP mobility layer may vary from increased delay to packet loss that were simulated in a separate module since the rest of the chain is not meant to handle this mobility issue. As a matter of fact, the physical, data link and native IP modules prior the IP Mobility one cannot reveal the effects of the IP level handover that appear after a change of point of attachment of the mobile terminal in the IP layer, as the physical and the MAC layers are meant to take into account the effects of the establishment of a new physical access. On the other hand, the handover related processes in the IP layer (e.g. Address Auto configuration, Duplicate Address Detection (DAD), Neighbor Unreachability Detection, Mobile IP signaling) are taking place only after getting a new connection, so the modules below the IP layer cannot simulate these effects. 

The logical function used to emulate the IP mobility function is a Finite State Machine (FSM) that contains all the states that can have any influence on the behavior of the IP Mobility protocol as a function. As a result the transitions between the different states reflect the possible events regarding the mobile terminal. 

In order to be able to simulate a more realistic environment, the IP mobility simulator can be decomposed. The main goal with the decomposition of the module is to make it capable to incorporate the effects of different mobility scenarios and schemes into the simulation chain. In practice, to create a realistic simulation environment, the module relies on a Calculator sub module that allows generating input information retrieved from an already implemented and real-life testbed (MC2L IPv6 Mobility Testbed developed at Budapest University of Technology and Economics (Bokor, 2005)); this input information being then used to generate statistically probability variables.

Robust Header Compression

The overhead introduced by the protocol layers and extension headers (also to implement cross-layer design strategies) can be reduced by compression techniques. Consistently, after the IP network and below the IP layer, a header compression mechanism called Robust Header Compression (RoHC) (Bormann, 2001) has been deployed, that relies on fixed and known syntax of the various RTP/UDP-(Lite)/IP headers for their reconstruction from partial information. 

RoHC’s principle is to compress the transport and network headers by transmitting only non-redundant information. This allows reducing the bit-rate consumption over wireless links and consequently improves robustness to errors.

Radio Access

Compressed packets are then handed to the radio access, which includes data-link layer and PHY layer. In the optic of modifying this part as less as possible for compatibility issues, only critical modifications have been done. Similarly, the different PHY layers that have been considered were enhanced when compared to standard system as little as possible, the only critical improvement implemented being to apply the channel coding only on the PHY frame extended header, containing all network headers plus JSCC/D control information.

Firstly, in order to make the system robust, especially protocol headers should always be effectively protected, whereas erroneous unprotected audio or video payload go on undiscarded. Consequently, the link layer provides also unequal error detection with a partial CRC applied on headers only, while the payload is left unprotected and no fragmentation is applied. 

To meet the hypotheses of 3G to 4G transmission the data link layer has been based on the IEEE 802.11 (IEEE 802.11, 1999) carrier sense multiple access (CSMA) MAC mechanism, with a new features of partial checksum for multimedia data, including MAC header and (possibly compressed) RTP/UDP(-Lite)/IP headers (Vehkaperä, 2006).

The designed solution enhances the IEEE 802.11 standard in multimedia delivery by proposing a new CRC length field into frame header and proposing a fast byte-by-byte cyclic redundancy check (CRC) instead of bit-by-bit hardware operations. In practice, this partial CRC and protection solutions are themselves a cross-layer mechanisms in the sense where they allow providing adapted reliability to the upper layers, by implicit use of their needs and mechanisms. 

INSERTION OF INTELLIGENT CONTROLLERS FOR CROSS-LAYER DESIGN

Optimization solutions for increasing useful bit rate effectively transmitted are made feasible by introducing in the transmission chain a new module, called “joint controller”, which intelligently controls jointly the different layer parameters. It leads to an increase in the efficiency of the communication link from the user point of view, and is obtained by taking jointly into account the different operations in the chain, i.e. the source coder, the network protocol stack and the applied protection to define an optimized set of functioning parameters.

Principle of JSCC/D controlling

Joint controller at application layer (APP)
The joint controller role is to select, for an instantaneous working point defined by the feedback information provided by the receiver side on the channel state and possibly network state, the best parameters to be used by the different modules for the current time-step. The peculiarity of the approach, when compared to a classical one, is that at each time step or cycle, the joint controller performs its optimization based on the available feedback information, and is consequently able to update its parameters selection and follow the eventual evolution of the transmission chain. This allows increasing the video quality when the channel and network are improving, and reducing it smoothly when they are degrading, offering always the best overall answer of the system to the instantaneous conditions. 

In practice, the cycle time-step is chosen as a compromise between the availability and cost of regular updates of the feedback information and the efficiency of modules re-settings, in particular for the source codec, whose efficiency decreases a lot, if the source coding parameters (typically the GOP rate) change too often.

Actually, at the beginning of each cycle, the controller uses the expressions of video sensitivity (Bergeron & Lamy-Bergot, 2006) to determine for a given overall protection and compression bit rate as well as a transmission chain state (e.g. binary error rate over the channel, packet loss rate in the network...) the best combination of protection rates to be applied. 

Depending on the user preferences and terminal capabilities, it can consider applying equal or an unequal error protection; this last case is in particular interesting when considering compression modes supporting data partitioning, where the standard has been specifically designed to isolate differently sensitivity partitions. Also techniques like Frame Shuffle (Bergeron, Lamy-Bergot, Pau & Pesquet-Popescu, 2006) support data partitioning, where hierarchical structure has been designed, which allow isolating different sensitivity frames. 

The application of the semi-analytical expressions established in (Bergeron & Lamy-Bergot, 2006), following similar works done for other video codecs in (He, 2002; Martini & Chiani, 2004; Lamy-Bergot & Chautru, 2006), allows to select the best trade-off between protection and compression for an instantaneous given working point, by comparing the overall compression and protection distortions resulting from the different configurations of source and channel coding for a global fixed bit rate over the channel, based on the optimization criterion described in (Bergeron & Lamy-Bergot, 2006).

Typically, the output of the application controller consists at minimal of the settings for the source encoder, content protection module, and channel encoder. It can also consider a modification of the RoHC module parameters, for instance by adapting the timeout values in the compression process based on the feedback network state information.

The architecture contains also an alternative application controller for the SVC stream. To fully utilize the scalable video stream would require large amount of states to allow fine granular adjustments to the video stream, thus a different approach using fuzzy logic has been used. Proposed fuzzy logic controller sets data rate and frame rate at the video sender by truncating the pre-encoded scalable video stream during the transmission while taking into account several input parameters in decision making. Fuzzy logic-based controlling scheme is introduced in (Huusko, 2006), which concentrates more deeply in scalable video coding.

Physical layer (PHY) controller
In FP6 IST PHOENIX project, the authors propose to consider the deployment of a JSCC/D solution over an existing radio access with minimal modification, in order to better accomplish the general requirement of backward compatibility with the nowadays networks. Consequently, the possible cross-layer optimization of the data link and physical layers was not considered, and not implemented in the simulation that is presented later on in this section. Nevertheless, it is important to note that the proposed system can also be further enhanced when the radio access is also open for modification. In that case, as proposed by the same project team in (Martini & Mazzotti, 2005), the described architecture can be extended by the introduction and definition of a sub-controller at physical layer, which would adapt the channel coding and modulation parameters based on the instantaneous channel state information and the available bit rate decided by the application controller to set and update the PHY parameters during the application controller step- time. 

As an example, the sub-controller can optimize the parameters for modulation (e.g. by using bit-loading in multi-carrier modulation), interleaver characteristics, adaptive antennas functions (e.g. by using MIMO solutions) and channel coding rates, to provide a smoother answer of the PHY layer from the upper layers point of view. Such a smoother answer will allow ensuring that the instantaneous bit error rates and channel answer are closer to the average value considered by the application controller for its optimization decision. 

Cross-layer communication solution

The reality of cross-layer communication for a JSCC/D system implies that the different signaling information is effectively transmitted over the communication chain. 

More specifically, two different information types can be identified: first, one finds control signal highly synchronized with the bit stream (source side information (SSI), i.e. information related to video content and representing the sensitivity of the source bit stream to channel errors, source a priori information(SRI), i.e. information related to video content and representing statistical information on the source...), and second, one finds return information, with slight synchronization with the video data (CSI, e.g. information on the wireless channel state such as average signal-to-noise ratio (SNR), channel coherence time, and NSI, i.e. information on the transmission network state, represented in particular by packet loss rate and delay at network or session levels...).

For the direct channel, considering that the cross-layer information comes from the application (source encoder, application controller, content ciphering and content protection), it is consistent to transfer the extra data directly into the binary packets (see the considerations about the Network Transparency concept in general, and made in the previous sub-section),which are composed of the payload obtained after video encoding and application processing, with addition of an extra information field viewed as an additional header, as illustrated in Figure 3.

Fig. 3. Insertion of cross-layer signaling information into the network packets.

This forward direction information corresponds to the concatenation of security information (CIPHER Initialization vector(key), CIPHER flag), SSI, necessary for Content protection, which corresponds to puncturing rates and transitions length between the different sensitivity classes, SRI, i.e. specific video information that can be used at receiver side for better concealment, or soft-input decoding (the four SRI fields being typically used in the soft-input decoding process described in (Bergeron & Lamy-Bergot, 2004)), and quantization information fields (hard or quantified payload with number of quantization bits for performing this soft-input H.264/AVC decoding). 

The actual sizes used in the simulations analysis are detailed in the figure. The maximum total size of the extra header, which is taken into consideration in the simulations to reflect the consumed bandwidth corresponding to this signaling information transmission, is consequently 96 bits i.e. 12 bytes. It must be noted that naturally, should this extra information transmission be standardized, a new RoHC compression profile for this header could be created, which would greatly reduce this cost.

One can also point out that the possibility to insert the SSI information in a new IPv6 hop-by-hop option. This would allow intelligent routers to implement DiffServ (Blake, 1994) services based on the importance of the carried payload data (e.g. providing loss guarantees in a relative manner by the Assured Forwarding Per Hop Behavior). The same concept could be also applied to Controlled Load services in an IntServ (Braden, 1994) architecture, by employing advanced queue management techniques, such as Random Early Detection (Floyd, 1993) with multiple thresholds.

In the return direction, one finds feedback information, whose purpose is to inform the transmitting side of the state of the wireless channel (Channel State Information: CSI), of the IPv6 network state (Network State Information: NSI) represented e.g. by packet loss rate, delay, jitter and possibly of a video quality measure, output of the source decoder and real system quality criterion. Nevertheless, the difficulty to obtain a good video quality measure without a reference (the standard PSNR measure needs reference to the original video frame), together with the possible delay introduced by the eventual non real-time decoders led the authors to focus on CSI and NSI information. Again, in designing new systems several trade-offs must be properly evaluated. A more precise measure of the perceived quality is really helpful, but it comes at a cost of further signaling overhead. 

At the receiver side, it was also considered the possibility to perform soft-input source decoding or even iterative soft-input soft-output source decoding with channel decoder, leading to the creation of two specific side information streams, namely decoder reliability information (DRI) for the soft values output of the channel decoder, to be transmitted to the input of the source decoder, and source a-posteriori information (SAI) for the soft values output of the source decoder, to be transmitted to the output of the channel encoder. However, the analysis of the resulting overhead suggests the implementation of soft-decoding techniques when the radio receiver and the source decoder are in the same device (e.g. a UMTS handset or WLAN PDA) only

The mechanisms identified to allow these information exchanges transparently for the network layers are summarized in Table I. It must be noted that those selected solutions sometime mirror already existing one. As examples of such control information carried over a return channel, one finds RTCP transporting NSI information or UMTS offering links estimation of Block Error Rate (BLER) to provide an estimation of the link quality (i.e. partial CSI information).

TABLE I –Return direction and receiver side signal information: suitable mechanisms and overheads

	Control signal
	Suitable mechanism
	Estimated overhead and comments

	CSI
	ICMPv6
	Overhead of less than 1 kbyte/sec for CSI updating period up to 50 ms; slight synchronization with the video data.

	NSI
	RTCP
	Low overhead with suitable frequency of 200 ms (less than 1 kbyte/sec).

	DRI/SAI
	IPv6 packets
	Very high bandwidth consuming (even higher than the video data flow of a fixed multiplying factor). Those control signals should in practice be sent only when the wireless receiver is also the data traffic destination.


NUMERICAL RESULTS

To better illustrate the interest of the optimization approach, and provide examples of the gain achievable with the described system, some simulation results gathered with a demonstration platform, where all the involved system layers were realistically implemented, are reported. 

Following architecture depicted in Figure 2, this simulation chain includes:

· at application level

· the controller jointly optimizing all layers;

· the video source encoder/decoder (H.264/AVC being considered in the following simulations);

· content cipher/decipher unit;

· content level protection block by means of rate-compatible puncturing codes (RCPC) (Hagenauer, 1988);

· in the network domain

· real time transport protocol (RTP) header insertion/removal;

· transport protocol header (UDP-Lite, UDP, or DCCP) insertion/removal;

· IPv6 header insertion/removal;

· IPv6 mobility modeling;

· IPv6 network simulation;

· at the base station

·  Robust Header Compression (RoHC);

· 802.11 like data link header insertion/removal (with CRC coverage modification);

· 802.11 or UMTS like PHY layer including channel encoder/decoder by means of convolutional codes, interleaving, modulation (OFDM, TCM, TTCM, STTC), with soft and iterative demodulation allowed, and a simulated channel with various possible configurations: AWGN, Rayleigh fading, shadowing, frequency selective channels.

Those different blocks, which constitute the integrated software simulation chain developed within the FP6 IST PHOENIX project, are driven by a set of parameters which are summarized in Table II. 

TABLE II – Recapitulation of the considered simulation parameters

	Test video sequence
	
	

	Video sequence:
	ITU reference sequence “Akiyo”
	ITU reference sequence “Foreman”

	Video format:
	QCIF (176x144)
	QCIF (176x144)

	Frame rate:
	15 fps
	15 fps

	Duration:
	10 seconds (then looped)
	13 seconds (then looped)

	Joint control
	
	

	Overall bit-rate:
	128 kbps (at channel level)
	256 kbps (at channel level)

	controller mode: 
	streaming server with perfect knowledge of available streams
	streaming server with perfect knowledge of available streams

	Control update step:
	1 second
	1 second

	Source coding
	
	

	Encoded sequence frame rate:
	15 fps
	15 fps

	Intra frame refreshment period:
	15 frames
	15 frames

	Source coding rate (classical) :
	fixed rate of ~61 kbps
	fixed rate of ~124 kbps

	Source coding rate (adapted)
	variable rate from 40 to 100 kbps
	variable rate from 80 to 200 kbps

	H.264/AVC packet maximum size:
	180 bytes
	180 bytes

	Encoding mode:
	standard Data Partitioned mode
	standard Data Partitioned mode

	Extra header maximal size (for rate estimation):
	96 bits (0 in classical mode with EEP)
	96 bits (0 in classical mode with EEP)

	Content ciphering
	
	

	Cipher mode:
	H.264/AVC embedded partial ciphering (see (Bergeron & Lamy-Bergot, 2005))

	Content protection
	
	

	Channel encoder:
	RCPC code (Hagenauer, 1998)

	Mother code rate:
	1/3

	Constraint length:
	6

	Code generators (in octal):
	133;171;145

	Puncturing period:
	8

	Code rates considered:
	8/9, 4/5, 2/3, 4/7, 1/2, 4/9, 2/5, 4/11, 1/3

	Packetization and transport
	
	

	Real-time management:
	RTP standard format

	Accepted delay for packet at receiver:
	5000 (ms)

	Transport protocol:
	UDP-Lite

	Transport checksum coverage:
	UDP-Lite+RTP

	IPv6 wired network (emission side)
	
	

	IPv6 network nb of nodes:
	10

	Mean node delay :
	3 ms

	Mean node packet loss:
	10 ppm

	Bottleneck rate:
	10000 kbps

	Buffer size at bottleneck :
	100000 bytes

	IPv6 mobility
	
	

	additional delay mean value (ms):
	10

	delay square standard deviation:
	4

	handover latency mean (ms):
	520

	handover square standard deviation;
	100

	mean value between two handovers (ms):
	820

	square standard deviation between two handovers:
	34.5

	RoHC parameters
	
	

	Network headers considered:
	RTP/UDP-Lite/IPv6

	Compression mode :
	unidirectionnal (U)

	Compression rate:
	average (~ 8 bytes, FO timeout=11, IR timeout=1000)

	Data Link layer parameters (802.11 based)
	
	

	Dynamic partial checksum
	MAC + RoHC

36 to 96 bytes coverage, 4 bytes length

	Physical layer
	
	

	Channel coding:
	Frame extended header (MAC+ RoHC+extra) protection only, with fixed rate. In classical mode, rate is 1/2, in adapted mode, rate is 1/3

	Channel encoder:
	RCPC code of mother rate 1/3, constraint length 5

	Code generators (in octal):
	23; 35; 27

	Code rates considered:
	1/2, 1/3 with puncturing period 8

	Interleaving:
	random (done packet by packet)

	Modulation:
	BPSK
	OFDM (48 carriers, frame duration 4 μs)

	Number of RX/TX antennas:
	1/1
	1/1

	Radio channel model:
	Additive White Gaussian Channel
	ETSI channel A

	slow fading:
	none
	uncorrelated Log-normal distribution, σ=4 dB

	coherence time:
	10s (duration of median Eb/N0 selected)
	5s (slow-fading block duration)

	Median Eb/N0:
	1 to 6 dB AWGN noise
	13.2 dB


Consistently with the chosen approach to have a system with minimal modifications of an existing radio access, the data link layer is modified only by changing the MAC CRC coverage to protect only the frame header (MAC+RoHC), and the PHY layer is modified with regard to existing solutions only by changing the coverage of the channel coding by applying the code only to the frame extended header (MAC+RoHC+extra header), which is to the part of the transmitted PHY frame that could not be protected at content level, as it was not present there. The insertion of PHY protection is critical, because it ensures a minimum protection of the network headers (including the MAC header, which contains a CRC which could lead to packet discarding in presence of errors). No ARQ mechanism is here considered, which allows affirming that the bandwidth occupation estimation by the joint controller is accurate. 

The optimization (i.e. the APP controller update rhythm, therefore its reaction time) and control signaling update is performed on a fixed time-step of 1 s. Consistently, H.264/AVC picture encoding is done in groups of pictures whose duration is equal to 1 s. The 1 s time step was chosen as a compromise between the need of regular updates of channel state information at transmitting side, and the compression efficiency. In particular, the time-step was chosen in adaptation with the channel coherence time of the shadowing, to ensure that the assumption of constant shadowing in one controller step holds .

In the following simulations, two different sets of parameters were considered, to validate the chosen approach over two types of radio access and for two different video reference sequences. The first settings, corresponding to video sequence ‘Akiyo’ in QCIF format at 15Hz, that is transmitted at a coded bit rate of 128 kbps at the channel level over an additive white Gaussian channel (AWGN) with variable signal to noise ratio, whose coherence time is set to 10 seconds (start joint controller conditions are then re-set to default values every 10 seconds). 

The obtained behavior in terms of video quality (measured in terms of peak signal-to-noise ratio (PSNR)) versus time (expressed in seconds) is shown in Figure 5. The comparison is made over values obtained by averaging four simulation runs with different noise seeds and varying the average noise level on the AWGN channel from 1 dB to 6 dB (in random order).

Fig. 4. Observed quality (PSNR) versus time for simulation with and without adaptation by application controller - Akiyo reference sequence.

From the curves in Figure 5, the gain achieved with adaptation is clear. It corresponds first to avoidance of loosing frames at lower layers thanks to a better header protection, and second to better final results obtained by a better tuning of the compression and protection rates, to ensure that the payload data at the output of the content protection module is as error free as possible. On average, PSNR gains of about 3.4 dB are observed in the conditions under analysis. When the channel conditions are improving, as in the right part of the figure, the two solutions become closer, with possibly sometimes better results achieved for “classical” scheme when protection level selected by the joint controller is too high, but at the recurrent cost of lost frames degrading unpleasantly the visual quality.

The second settings correspond to a WLAN scenario, with the WLAN link supporting a radio coded bit rate of 12 Mbit/s. In practice, the H.264/AVC encoded video stream ‘Foreman’ in QCIF format at 15Hz, is supposed to be multiplexed with other transmissions, and only uses a portion of this available bandwidth, corresponding to a coded bit rate of 256 kbps at the channel level. The considered channel follows here ETSI standard channel A, to which a log-normal flat fading component with coherence time of 5 seconds was added, to reflect fading effects due to large obstacles. The orthogonal frequency division multiplexing (OFDM) modulation is used with margin adaptive bit-loading techniques (Cioffi, 2004; Dardari, 2002). 

The resulting behavior in terms of video quality versus time, obtained by averaging six simulation runs with different noise seeds, is shown in Figure 7, corresponding to an average coded bit signal-to-noise Eb/N0 ratio of 13.2 dB, with Eb the average energy per coded bit.

Fig. 5. Observed quality (PSNR) versus time for simulation with and without adaptation by application controller - Foreman reference sequence.

Again, the benefit of adaptation is clear, corresponding to an average value of 4.7 dB in PSNR. Some losses still can happen, due in particular to deep fading, but this time the non-adapted case also fails. 

Sample visual results, in accordance with average visual impact, are depicted in Figure 7. Here again, the improvement with the adapted schemes (on the right) when compared to fixed classical approaches (on the left) is evident. The impact of the adaptation is particularly visible in Figure 8, where one sees that the adapted image is received with few errors, thanks to a better protection level obtained at the cost of a bigger compression rate, corresponding to a slightly blurred image.

Fig. 6. Example of visual results obtained in both simulations: non-adapted (left) vs. adapted (right).

Furthermore, in (Lamy-Bergot &Panza, 2008) an analysis and optimization more at an architectural level, of the JSCC/D system developed within this IST PHOENIX framework has been provided. The assessment is based on several critical issues: feedback information overhead, reaction time of the application controller, impact of lost or delayed feedbacks and crossing of multiple wireless hops. The cost and benefits of the designed system, as well as the proposal of some trade-offs between the configuration parameters in order to optimize the QoS and resource utilization were reported. 

These results justify the settings used for control update rate in our numerical results generation. As a matter of fact, it is shown in this last study that a 2 s Application Controller reaction time and refreshing periods of respectively 200 and 250 ms for CSI (feedback about the channel state) and NSI (feedback about the overall network state) messages lead to a good PSNR in both good and bad network conditions. Such settings also ensure robustness to delay and loss of feedback messages, thanks to the implicit filtering process of the received information within a time-step of the application controller. With the optimal configuration settings of reaction time and refreshing periods, the discussed system outperforms a traditional (i.e. non-adaptive) video streaming system of several dBs in PSNR, especially in bad network conditions.

An extension to the case of the crossing of multiple wireless hops is there also proposed, that shows that for this case a better choice is to average the CSI of the concerned radio channels, rather than taking the worst status as the reference. Indeed, a less conservative system can more effectively and fully exploit the available network resources for an improved PSNR.

Future Research Directions

Future work could be the design, implementation and assessments of a JSCC/D system for a point-to multipoint communication. In such a scenario, a novel critical issue to be considered is the way feedback information related to different users are generated, transmitted, possibly aggregated into the network and processed by the Application Controller. Therefore, some more challenging tasks should be efficiently performed, being the set of recipients of the multimedia streams potentially large.

Such a scenario is addressed by the FP7 IST OPTIMIX project2. In this project, feedbacks from all layers of the receiver terminal are collected with a “Mobile Unit Observer” and transmitted to the application controller. These feedbacks can be either objective measures such as the perceived quality from the application or subjective measures as the user experienced quality. The employment of the IEEE 802.21 framework (IEEE LAN MAN standards committee, 2008) is foreseen, in order to gather information from the lower layers (i.e. MAC and PHY). Access Points (APs) or Base-Stations (BSs) are possible points of feedback aggregation and processing, but other entities of the IP network could deal with such operations, as well, taking advantage of anycasting of IPv6 for routing purposes. A critical issue is also the policy to be applied to the received feedbacks by the application controller. The user heterogeneity, both in terms of requirements, terminal capabilities and bandwidth availability, must be carefully managed, with different target to consider and achieve (e.g. the maximization of the “worst-user”, or “average-user” quality of service).

A key point in the realization of the discussed JSCC/D proposal, with adaptation at application level only, is that no modifications in the existing video, network or radio access standards are required. Indeed, the system relies on the addition of just JSCC/D controllers in the video delivery architecture, which will then drive the encoding process on the basis of the network status (i.e. on RTCP reports). Typical clients for such a solution are telecommunication companies and service providers, who could begin to integrate now this first realization for point to point adaptation in their own video delivery system. 

For the more challenging problem of point to multi-point adaptation, new frameworks, such as that of FP7 ICT OPTIMIX project, are expected to develop first solutions in few year times, offering first implantable versions by the beginning of the next decade.

Active fields of research could be as follows.

· Innovation in the area of sophisticated multimedia source coding schemes devised to satisfy diverse design criteria and trade-offs in terms of source representation quality, bit rate, delay, encoding/decoding complexity etc.. 

· Design of attractive channel coding and modulation arrangements, which are capable of approaching the channel capacity at the lowest possible complexity and delay. 

· Improvements to The Internet-Protocol based transport, which still have a number of deficiencies, such as the sensibility of transmission errors in the header that dramatically affect the bit stream.

· Identification of the most suitable feedback information and how to aggregate it, when related to different links, as well as the design of effective cross-layer communication techniques for a transparent delivery.

· Evaluation of joint optimization strategies for audio/video transmission to multiple receivers, based on the collection of side information on the system (in terms of channel state information, network conditions, source characteristics,..) and to consequently tune the parameters of the different system components. 

· Design of simple audio/video assessment metrics, based on a partial- or no-reference model, to be used for the real-time user quality evaluation, helpful to achieve an overall system optimization (although, focusing on a subset of users might be reasonable or more efficient in given application scenarios).

Conclusion

Since the explosion of wireless telecommunication with the success of GSM in the nineties, the telecommunication world has known a very rapid and active evolution that has tried to both make an efficient use of any emerging technology while also going towards a global integrated system allowing for new services and applications, and trying to meet the requirements of both users and industry. Expectations of evolution are strong in terms of services and applications, which include, for end-users, good quality of service, easy access to applications and services, always enhanced security and reasonable cost. For the network deployment and service architecture, this translates into simple quality of service (QoS) and security management, flexibility of system configuration, and maximization of network capacity. Fulfilling these requirements is a challenging task for system designers aiming at producing flexible new wireless systems that must transparently interconnect a multitude of heterogeneous networks and systems and allow for a more integrated strategy.

In this chapter, the innovative system architecture designed by IST PHOENIX project for multimedia streaming over an IP-based wireless networks has been presented. This approach aims at jointly optimizing the different layers of the transmission chain to interconnect efficiently the application world (source coding, ciphering, and protection at content level), the network world (transport services, IP networking, and header compression) and the radio access (data link, channel coding, and modulation) thanks to a cross-layer design and joint source and channel coding approach. The proposed JSCC/D architecture considers the overall transmission chain from application level source coding to wireless and wired channels, the required JSCC/D signaling mechanisms and real network functionality. In particular, new solutions that effectively deliver control information through the network and the protocol stack are defined, in an as much as possible backward compatible manner, allowing for a cross-layer design strategy.

This global approach goes beyond the paradigm of classical telecommunications, where the settings used are finely tuned to given fixed transmission conditions, and proposes to adapt continuously the system over a large range of conditions, based on the feedback information received on channel or network state. To this end, several promising mechanisms for the adaptation of the layer settings and the delivery of JSCC/D controls, each best suited for easy adoption into different kinds of IP networks, and not requiring that system administrators and service providers change their whole infrastructure are proposed. The defined architecture presents the advantage of being adaptable with minor changes to already existing radio access solutions (such as WLAN), for which only modification on the coverage of the MAC CRC and channel coding application are required, but also to be applicable in future new systems, for which it could then be extended by controlling also the PHY channel coding and modulation as proposed in (Martini & Mazzotti, 2005). Moreover, this global approach can also be adapted for use with other video codec, as shown for H.264 scalable extension SVC, as presented in (Huusko, 2006).

Finally, the results obtained with a software prototype based on the proposed architecture, which encompasses not only the source coding and channel coding block, but also the whole network protocol stack including data link, header compression, network, and transport protocols are reported. Sample simulation results obtained using integrated simulation chains are provided, showing the improvements of video quality both visually and in terms of PSNR.
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